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Als erfahrener und zukunftsorientierter Full-Service-IT-Dienstleister mit eigenem Rechenzentrum 
und fast 100 Mitarbeiter in Kaiserslautern profitieren Sie von den Vorteilen eines der sichersten und 
modernsten Rechenzentren Europas, dem hohen Know-how unserer IT-Macher und unserem breiten 
Leistungsspektrum, wie Cloud- oder Managed Services und Themen rund um die IT-Sicherheit.

Wir sind der festen Überzeugung: Nur das Höchstmaß an organisatorischer und technologischer 
Sicherheit, die höchste Verfügbarkeit und die absolute Integrität der Daten führen zur Basis jeglicher 
Zusammenarbeit mit unseren Kunden – zu Vertrauen. Als objektiven Beleg für unsere Vertrauenswür-
digkeit haben wir im Rahmen unseres Qualitätsmanagements die gesamten Rechenzentrumsdienst-
leistungen – d. h. über alle Prozesse, Produkte und Services hinweg – nach ISO/IEC 27001:2022 
zertifizieren lassen.

Beim Thema IT-Sicherheit gehen wir keine Kompromisse ein. Sie profitieren bei uns von einer um-
fassenden Absicherung der IT-Systeme und unserem qualifizierten Personal.

Warum DEMANDO ?

Ihr Ansprechpartner:

Manfred Stumpf
Leiter IT-Sicherheit, Lizenz-, Partner-  
und Keyaccountmanagement,  
Informationssicherheitsbeauftragter

Telefon: 	0631 8001 6061
Telefax: 	0631 8001 6110
E-Mail:	 manfred.stumpf@demando.de



ISMS – strukturiert, wirksam und auf Ihr Unternehmen zugeschnitten.

Informationssicherheit – 
weil Vertrauen zählt
Daten sind das Herzstück jedes modernen Unternehmens – und gleichzeitig eines der größ-
ten Risiken. Informationssicherheit betrifft heute nicht nur IT-Abteilungen, sondern die gesamte  
Organisation.

Ein Informationssicherheits-Managementsystem (ISMS) schafft genau dort Klarheit und Struk-
tur, wo es darauf ankommt: beim Schutz sensibler Informationen. Es sorgt für nachvollziehbare 
Prozesse, definiert Verantwortlichkeiten und macht Risiken steuerbar – nicht nur auf dem Papier, 
sondern im Alltag.

Warum ein ISMS?
	 •	 Es schützt Ihr Unternehmen vor Datenverlust und Cyberangriffen.
	 •	 Es hilft, gesetzliche Anforderungen wie DSGVO oder NIS2 sicher zu erfüllen.
	 •	 Es schafft Vertrauen – bei Kunden, Partnern und Mitarbeitenden.
	 •	 Es bringt Ordnung, wo vorher oft Unsicherheit war.

Warum mit uns?
Weil wir wissen, wie man ein ISMS nicht nur einführt, sondern zum Leben bringt. Wir sprechen 
Klartext, denken unternehmerisch und begleiten Sie mit Erfahrung und Augenmaß – von der ersten 
Analyse bis zur erfolgreichen Zertifizierung.

Unser Anspruch: 
Ein Informationssicherheits-Managementsystem auf Basis bewährter Standards – individuell 
auf Ihre Organisation zugeschnitten, schlank umgesetzt und nachhaltig wirksam. Dabei stehen 
Vertraulichkeit, Integrität und Verfügbarkeit Ihrer Informationen im Mittelpunkt. Informations-
sicherheit beginnt mit Klarheit. Und mit einem Partner, der Ihre Sprache spricht.

Was Unternehmen jetzt tun müssen – und wie wir Sie unterstützen.

NIS2 – Mehr Sicherheit,  
mehr Verantwortung
Die EU-Richtlinie NIS2 (2022/2555) bringt ab 2025 neue gesetzliche Pflichten für Unterneh-
men in vielen Branchen. Sie verpflichtet dazu, Cyberrisiken aktiv zu managen – mit klaren  
Prozessen, dokumentierten Maßnahmen und verbindlicher Reaktion auf Sicherheitsvorfälle.

Wer ist betroffen?
Unternehmen mit mehr als 50 Mitarbeitenden oder über 10 Mio. € Jahresumsatz, die in einer der 
folgenden Sektoren tätig sind:

	 •	 Energie, Wasser, Verkehr, Abfallwirtschaft
	 •	 Gesundheitswesen & Labore
	 •	 IT- & Cloud-Dienstleister, Telekommunikationsunternehmen
	 •	 Banken, Versicherungen
	 •	 Produktion & Lieferketten
	 •	 Digitale Infrastruktur

Was NIS2 verlangt:

•	 Informationssicherheitsmaßnahmen (ISMS)

•	 Risikomanagement & Sicherheitskonzepte

•	 Meldepflicht bei Sicherheitsvorfällen (24h)

•	 Verantwortung/Schulung der Geschäftsleitung

•	 Nachweisführung gegenüber Behörden

•	 Awareness-Schulungen für Mitarbeitende

•	 Registrierungspflicht

•	 Proaktives Schwachstellenmanagement (Pentesting)

•	 Stärkere Sanktionen bei Nichteinhaltung (Bußgelder)

Was jetzt zählt: Ein ISMS, das wirkt.
Wir unterstützen Sie bei der Umsetzung von NIS2 – praxisnah, effizient und zertifizierungsbereit. 
Von der ersten Gap-Analyse bis zum vollständigen Informationssicherheits-Managementsystem 
nach ISO 27001 bis hin zur Zertifizierung.

Sichern Sie jetzt Ihr Unternehmen – bevor es Pflicht wird.

Jetzt beraten lassen und NIS2 stressfrei umsetzen.


